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 It’s fun ☺

 Every day is different

 Competitive compensation

 Job security

 Important work 

WHY BE A PENTESTER?
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WHY NETSPI U? 

Getting started in cybersecurity? Looking for 

a career change? NetSPI University (NetSPI U) 

is a full-time, paid training program that 

focuses on penetration testing. 

Start your cybersecurity career with NetSPI, 

the leader in enterprise pentesting and 

attack surface management.

During the six-month training program, you 

will gain a baseline skillset to execute web 

application and external network pentests – 

setting a foundation for growth in the 

penetration testing industry. 

NetSPI U features classroom-based learning, 

hands-on labs, and opportunities to shadow/ 

mirror some of the most brilliant minds in 

cybersecurity. You will also have the ability to 

contribute to new and innovative tools, 

techniques, and methodologies.



Who leads NetSPI U? 

Learn from some of the best in penetration 

testing including: 

• Aaron Yaeger, VP, Technical Enablement

• Jake Karnes, Managing Consultant

• Melissa Miller, Managing Consultant 

What is the format of the class? 

NetSPI U is an extension of the classroom. The 

training program combines classroom-based 

training with hands-on lab work and 

shadowing/mirroring opportunities with NetSPI’s 

senior consultants. 

Is NetSPI U a paid opportunity? 

Yes, NetSPI U offers competitive pay and 

benefits. 

I went through NetSPI U. Now what? 

After six months in NetSPI U, you will be 

reviewed in a lab environment and considered 

for a promotion to a client-facing security 

consultant at NetSPI. 
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QUESTIONS?


	Slide 1
	Slide 2
	Slide 3: WHAT IS PENETRATION TESTING?
	Slide 4: Our definition:  “The process of evaluating systems, applications and protocols with the intent of identifying vulnerabilities from the perspective of an unprivileged or anonymous user to determine the real world impact of an attack…”  “…legally 
	Slide 5: Why do companies Pentest? 
	Slide 6: WHAT GOES INTO PENTESTING?
	Slide 7
	Slide 8
	Slide 9
	Slide 10
	Slide 11
	Slide 12
	Slide 13
	Slide 14

